**Informazione e accesso ai dati personali ai sensi dell’art.13 del Regolamento UE 2016/679**

La presente informativa viene resa ai sensi dell'art.13 del Regolamento UE 2016/679 – Regolamento Generale sulla Protezione dei Dati ed in relazione ai dati personali di cui l’Ufficio Scolastico Regionale per la Lombardia (USR Lombardia) entra in possesso per effetto della compilazione delle dichiarazioni sostitutive a cura dei Gestori o Legali Rappresentanti finalizzate al mantenimento della parità scolastica - DM 83 del 10/10/2008.

1. **TITOLARE DEL TRATTAMENTO DATI**

Titolare del trattamento dei dati è l’Ufficio Scolastico Regionale per la Lombardia, con sede in Via Polesine n.12, 20139 Milano, al quale ci si potrà rivolgere per esercitare i diritti degli interessati al seguente indirizzo email : drlo@postacert.istruzione.it.

1. **RESPONSABILE DELLA PROTEZIONE DATI (DPO)**

Il Responsabile per la protezione dei dati personali del Ministero dell’istruzione è stato individuato con D.M. 54 del 3 luglio 2020 nella Dott.ssa Antonietta D'Amato - Dirigente presso gli uffici di diretta collaborazione del Ministero dell'Istruzione. Email: rpd@istruzione.it.

1. **FINALITÀ DEL TRATTAMENTO E BASE GIURIDICA DEL TRATTAMENTO**

Il trattamento dei dati personali è finalizzato allo svolgimento dell’attività di vigilanza sulla permanenza del possesso dei requisiti delle scuole paritarie per l’a.s. 2020/21.

*DM 83 del 10 ottobre 2008, Linee guida di attuazione del decreto 267 del 29 novembre 2007 “Disciplina delle modalità procedimentali per il riconoscimento della parità scolastica e per il suo mantenimento”;*

1. **TRASFERIMENTO DATI IN PAESI EXTRA-UE**

I dati personali conferiti non saranno oggetto di trasferimento presso altri paesi europei o extra-europei.

1. **DESTINATARI E CATEGORIE DI DESTINATARI DEI DATI PERSONALI**

I destinatari dei dati forniti sono il Titolare del trattamento e il Responsabile del trattamento, le persone fisiche dell’Ufficio Scolastico Regionale della Lombardia- compresi i Dirigenti Tecnici con incarichi Ispettivi – e degli Uffici Ambiti Territoriali incaricati del trattamento dati per le finalità connesse alla gestione della procedura.

Il trattamento dei dati sarà effettuato anche con l'utilizzo di strumenti elettronici (piattaforma Sharepoint/SIDI), ad opera dei destinatari incaricati ed opportunamente istruiti.

1. **PERIODO DI CONSERVAZIONE DEI DATI**

La determinazione del periodo di conservazione dei dati personali risponde al principio di necessità del trattamento. I dati personali saranno quindi conservati per il periodo di accertamento.

1. **PROCESSI DECISIONALI AUTOMATIZZATI**

I dati conferiti non saranno trattati con strumenti decisionali automatizzati.

1. **NATURA OBBLIGATORIA DEL CONFERIMENTO DEI DATI**

Il conferimento dei dati richiesti è obbligatorio in quanto previsto dalla normativa suindicata come base giuridica del trattamento. L’eventuale rifiuto di fornire tali dati, su richiesta formale di regolarizzazione da parte dell’USR, prevede un accertamento ispettivo ed i conseguenti provvedimenti.

1. **DIRITTI DELL’INTERESSATO**

L’interessato può chiedere al Titolare del trattamento l'accesso ai suoi dati personali; può chiedere la rettifica di dati inesatti o l’integrazione di dati incompleti, fatti comunque salvi gli effetti giuridici già prodottisi per effetto dei dati personali dichiarati dall’interessato entro il termine di presentazione della domanda. Può altresì richiedere la limitazione del trattamento dei dati nei casi previsti dall’art. 18 del Regolamento UE 2016/679, nonché la cancellazione dei dati personali quando questi non siano più necessari rispetto alle finalità per le quali sono stati trattati e a quelle con esse compatibili, decorso il periodo di conservazione sopra indicato. Non opera il diritto alla “portabilità dei dati” di cui all’art.20 del Regolamento, in quanto essi sono trattati per l'esecuzione di un compito di interesse pubblico o per l’esercizio di pubblici poteri (art. 20, par. 3, Reg.).

L’interessato può proporre reclamo al Garante per la privacy nel caso in cui ritenga che il trattamento dei suoi dati personali violi il regolamento UE 2016/679. Può altresì adire l’autorità giurisdizionale.